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CITY OF RICHFIELD

DATA PRACTICES POLICY FOR DATA SUBJECTS

Introduction
The Government Data Practices Act (Minnesota Statutes, Chapter 13) says that data subjects
have certain rights related to a government entity collecting, creating, and keeping government
data about them.  You are the subject of data when you can be identified from the data.
Government data is a term that means all recorded information a government entity has,
including paper, email, DVDs, photographs, etc.

Classification of Data about You
The Government Data Practices Act presumes that all government data are public unless a
state or federal law says that the data are not public.  Data about you are classified by state law
as public, private, or confidential.  See below for some examples.

1. Public data: We must give public data to anyone who asks; it does not matter who is asking
for the data or why.

The following is an example of public data about you:
 Names of City of Richfield employees

2. Private data: We cannot give private data to the general public, but you have access when
the data are about you. We can share your private data with you, with someone who has
your permission, with City of Richfield staff who need the data to do their work, and as
permitted by law or court order.

The following is an example of private data about you:
 Social Security numbers

3. Confidential data: Confidential data have the most protection.  Neither the public nor you
can get access even when the confidential data are about you. We can share confidential
data about you with City of Richfield staff who need the data to do their work and to others
as permitted by law or court order.  We cannot give you access to confidential data.

The following is an example of confidential data about you:
 The identity of the subject of an active criminal investigation

Your Rights under the Government Data Practices Act
The City of Richfield must keep all government data in a way that makes it easy for you to
access data about you.  Also, we can collect and keep only those data about you that we need
for administering and managing programs that are permitted by law.  As a data subject, you
have the following rights.

 Access to Your Data
You have the right to look at (inspect), free of charge, public and private data that we keep
about you.  You also have the right to get copies of public and private data about you.  The
Government Data Practices Act allows us to charge for copies.  You have the right to look at
data, free of charge, before deciding to request copies.

Also, if you ask, we will tell you whether we keep data about you and whether the data are
public, private, or confidential.
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As a parent, you have the right to look at and get copies of public and private data about
your minor children (under the age of 18).  As a legally appointed guardian, you have the
right to look at and get copies of public and private data about an individual for whom you
are appointed guardian.

Minors have the right to ask the City of Richfield not to give data about them to their parent
or guardian.  If you are a minor, we will tell you that you have this right.  We may ask you to
put your request in writing and to include the reasons that we should deny your parents
access to the data.  We will make the final decision about your request based on your best
interests.  Note:  Minors do not have this right if the data in question are educational data
maintained by an educational agency or institution.

 When We Collect Data from You
When we ask you to provide data about yourself that are not public, we must give you a
notice.  The notice is sometimes called a Tennessen warning.  The notice controls what we
do with the data that we collect from you.  Usually, we can use and release the data only in
the ways described in the notice.

We will ask for your written permission if we need to use or release private data about you in
a different way, or if you ask us to release the data to another person.  This permission is
called informed consent.  If you want us to release data to another person, you may use the
consent form we provide.

 Protecting your Data
The Government Data Practices Act requires us to protect your data.  We have established
appropriate safeguards to ensure that your data are safe.

 When your Data are Inaccurate and/or Incomplete
You have the right to challenge the accuracy and/or completeness of public and private data
about you.  You also have the right to appeal our decision.  If you are a minor, your parent
or guardian has the right to challenge data about you.

How to Make a Request for Your Data
To look at data, or request copies of data that the City of Richfield keeps about you, your minor
children, or an individual for whom you have been appointed legal guardian, make a written
request.  Make your request for data to the appropriate individual listed in the Data Practices
Contacts on page 4.  You may make your request by mail, fax, or email using the data request
form on page 7.

If you choose not use to use the data request form, your request should include:
 that you are making a request, under the Government Data Practices Act (Minnesota

Statutes, Chapter 13), as a data subject, for data about you;
 whether you would like to inspect the data, have copies of the data, or both;
 a clear description of the data you would like to inspect or have copied; and
 identifying information that proves you are the data subject, or data subject’s

parent/guardian.

The City of Richfield requires proof of your identity before we can respond to your request for
data.  If you are requesting data about your minor child, you must show proof that you are the
minor’s parent.  If you are a guardian, you must show legal documentation of your guardianship.
Please see the Standards for Verifying Identity located on page 6.

How We Respond to a Data Request
Once you make your request, we will work to process your request.  If it is not clear what data
you are requesting, we will ask you for clarification.
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 If we do not have the data, we will notify you in writing within 10 business days.
 If we have the data, but the data are confidential or private data that are not about you, we

will notify you within 10 business days and state which specific law says you cannot access
the data.

 If we have the data, and the data are public or private data about you, we will respond to
your request within 10 business days, by doing one of the following:
o arrange a date, time, and place to inspect data, for free, if your request is to look at the

data, or
o provide you with copies of the data within 10 business days.  You may choose to pick up

your copies, or we will mail or fax them to you.  We will provide electronic copies (such
as email or CD-ROM) upon request if we keep the data in electronic format.

Information about copy charges is on page 5. We also will arrange for you to prepay for the
copies.

After we have provided you with access to data about you, we do not have to show you the data
again for 6 months unless there is a dispute or we collect or create new data about you.

If you do not understand some of the data (technical terminology, abbreviations, or acronyms),
please let us know.  We will give you an explanation if you ask.

The Government Data Practices Act does not require us to create or collect new data in
response to a data request if we do not already have the data, or to provide data in a specific
form or arrangement if we do not keep the data in that form or arrangement.  (For example, if
the data you request are on paper only, we are not required to create electronic documents to
respond to your request.)  If we agree to create data in response to your request, we will work
with you on the details of your request, including cost and response time.

In addition, we are not required under the Government Data Practices Act to respond to
questions that are not specific requests for data.

Date adopted: February 5, 2013
Dates revised: September 16, 2015

November 19, 2019
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Data Practices Contacts

Responsible Authority
Name: Katie Rodriguez, City Manager

Data Practices Designee
Name: Elizabeth VanHoose, City Clerk
Phone number: 612-861-9738

Data requests should be sent to:
Email: datarequest@richfieldmn.gov
Fax: 612-861-9749
Mail: City of Richfield, Attn: City Clerk - Data Request, 6700 Portland Avenue, Richfield MN 55423

Data Practices Compliance Official
Name: Elizabeth VanHoose, City Clerk
Phone number: 612-861-9738
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Copy Costs – Data Subjects

The City of Richfield charges data subjects for paper copies of government data.  These
charges are authorized under Minnesota Statutes, section 13.04, subdivision 3.

 You must pay for the paper copies before we will provide them to you.
 Black and white paper copies, letter or legal size paper copies cost 25¢ for a one-sided

copy, or 50¢ for a two-sided copy.
 Most Other Types of Copies – Actual cost

We do not charge data subjects for employee time spent searching and retrieving the data.

In some situations or circumstances you may be responsible for additional charges.

Actual Cost of Making the Copies:
In determining the actual cost of making copies, we factor in employee time, the cost of the
materials onto which we are copying the data (paper, CD, DVD, etc.), and mailing costs (if any).
If your request is for copies of data that we cannot reproduce ourselves, such as photographs,
we will charge you the actual cost we must pay an outside vendor for the copies.

Copy Charges set by City Code, Appendix D by Resolution, Section 11.
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Standards for Verifying Identity

The following constitute proof of identity.

 An adult individual must provide a valid photo ID, such as
o a state driver’s license or ID
o a military ID
o a passport
o a tribal ID

 A minor individual must provide a valid photo ID, such as
o a state driver’s license or ID
o a military ID
o a passport
o a tribal ID
o a school ID

 The parent or guardian of a minor must provide a valid photo ID and either
o a certified copy of the minor’s birth certificate or
o a certified copy of documents that establish the parent or guardian’s relationship to the

child, such as
 a court order relating to divorce, separation, custody, foster care
 a foster care contract
 an affidavit of parentage

 The legal guardian for an individual must provide a valid photo ID and a certified copy of
appropriate documentation of formal or informal appointment as guardian, such as
o court order(s)
o valid power of attorney

Note:  Individuals who do not exercise their data practices rights in person must provide either
notarized or certified copies of the documents that are required or an affidavit of ID.



 

 

Data Request Form 
Minnesota Government Data Practices Act 

 

 

 

A. COMPLETED BY REQUESTER 

REQUESTER NAME (Last, First, MI): 

 

 

DATE OF REQUEST: 

PHONE NUMBER: 

STREET ADDRESS  

 

CITY, STATE, ZIP CODE 

 

EMAIL ADDRESS: 

□ INSPECT COPIES AT CITY HALL □ EMAIL COPIES □ PAPER COPIES (TO BE PICKED UP)  □ PAPER COPIES (TO BE MAILED)  □ FAX COPIES 

Note: You may be required to pay the actual cost of making and/or compiling the copies of information requested. 

SIGNATURE: 

DATA PRIVACY ADVISORY:  This information is not legally required but used for the sole purpose of facilitating access to the data. Once the request has been completed, 

this form will constitute a public record.  The purpose and intended use of this information is to process your request, contact you if additional information is needed 

and, when requesting private or confidential data on individuals, to determine authority to access the data. 

 

B. COMPLETED BY DEPARTMENT  

DEPARTMENT NAME: 

 

REQUEST HANDLED BY: 

METHOD OF RESPONSE: INFORMATION CLASSIFIED AS: 
 

□ IN-PERSON 

 

□ PHONE 

 

□ EMAIL    

 

□ MAIL 

 

□ FAX 
□ PUBLIC □ PRIVATE □ NON-PUBLIC 

□ CONFIDENTIAL □ PROTECTED NON-PUBLIC 

ACTION: □ APPROVED □ APPROVED IN PART (Explain Below) □ DENIED (Explain Below) 

 

 
 

IDENTITY VERIFIED FOR PRIVATE INFORMATION: 

□ IDENTIFICATION □ PERSONAL KNOWLEDGE □ OTHER ________________________ 

 

C. COMPLETED WHEN FEES ARE ASSESSED 

CHARGES: 

□ NONE □ ______ x $0.25 = $______ □ EMPLOYEE TIME ______ x $______ = $______ □ POSTAGE (IF MAILED) $______ □ OTHER $______ 

   (# OF PAGES)    (# OF HOURS) X (HOURLY RATE) 

TOTAL AMOUNT DUE: $ RECEIVED BY: DATE: 

 

AUTHORIZED SIGNATURE: DATE COMPLETED: 

 

City of Richfield | 6700 Portland Avenue S | Richfield, MN 55423 | 612-861-9700 | www.richfieldmn.gov 

DESCRIPTION OF INFORMATION REQUESTED (PLEASE BE SPECIFIC): 

 

 

 

I AM REQUESTING ACCESS TO DATA IN THE FOLLOWING WAY (CHECK ALL THAT APPLY): 

Make check/money order payable to:  City of Richfield  QUESTIONS? 612-861-9738 

If mailed, return form and payment to:  City of Richfield, Attn: City Clerk, 6700 Portland Ave S, Richfield, MN 55423
Or e-mail form to: datarequest@richfieldmn.gov  

Updated: August 2019

KSinning
Typewritten text
**If this is a Police Records 
Request, please fill out 
additional information on the 
next page.**



Data Request Form
Police Department Supplement

A. CASE NUMBER
CASE NUMBER / EVENT NUMBER: 

B. SUBJECT OF DATA
□ I am the subject of the data
□ I am not the subject of the data
  If the information you are asking for is about you personally, then you are the “subject of the data." 

C. RECORDS REQUESTED
TYPE OF RECORDS REQUESTED: 
□ 911 Transcript
□ Audio (Interview)
□ Body Camera Video
□ CCTV Camera Video
□ Squad Camera Video

□ Email Search
□ Photographs
□ Police Report (including “call for service” reports and “CAD comments”)
□ Statistical Data
□ Other (Specify Below)

DESCRIBE THE RECORDS REQUESTED: 

DATE RANGE OF REQUEST: 
    From: 

 To: 

INCIDENT DATE: INCIDENT TIME: 

INCIDENT LOCATION: 


	C. RECORDS REQUESTED



